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AHS IAM I/Request Access Process 

User Guide 
 

  Effective September 2019, please use the AHS Identity & Access Management (AHS IAM) system 
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Prerequisite AHS IAM Security Profile 
To use the AHS Identity & Access Management (AHS IAM) system, you must have completed your 
AHS IAM Security Profile.  If you have not created your Security Profile, please use the AHS IAM 
Security Profile User Guide available on the AHS IAM Support Page under  Learning.   
 

AHS IAM Terms & Definitions 
These may or may not be the same as your organization’s definitions. 

AHS Employee 
 A person on-boarded and paid through AHS Human Resources e-People. 

 

AHS Non-Employee 
 A person not on-boarded or paid through AHS Human Resources e-People. 

 

Community End-User 
 A person who works for a privately owned health delivery facility.  Examples:  

physician, pharmacist, dentist, chiropractor.   

Combination End-User 
 A person who is more than one of the above types. 

 

I/Request Authorized Approver 
 A person who provides approval of an I/Request access request in AHS IAM. 

 
For I/Request internal facilities the approver must have the correct Delegation of 
Human Resources Authority (DOHRA).   
 

Have an AHS DOHRA of 1 to 12   
     OR 
Have a Covenant Health DOHRA of 1 to 6 

 
For I/Request external facilities, the approver must be given the role of I/Request 
Authorized Approver for specified external facilities.  They are granted that role by a 
Seniors Health I/Request Authorized Approver Admin and then only for certain external 
facilities. 
 

I/Request Provisioning Administrator 
 A person who performs final processing steps for all I/Request access requests made 

in AHS IAM.  This role is in effect short-term:  from June 2019 until further notice.   
 

  

https://iam.albertahealthservices.ca/
https://insite.albertahealthservices.ca/main/assets/hr/tms-hr-standards-and-guidelines-processes-appendix-a-delegation.pdf
http://www.albertanetcare.ca/learningcentre/documents/Covenant_Health_IT_support_Levels_of_authority.pdf
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Understand I/Request Access Processes 
Using AHS IAM to request access to the I/Request system is easy enough.  But there are a few rules 
you should be aware of.   
 
Please remember that AHS IAM may define employee, non-employee and community staff persons 
differently than your organization does.  Refer to AHS IAM Terms and Definitions and use the 
hyperlinks on the terms below as needed. 
 
All I/Request access requests are subject to final processing by the I/Request Provisioning 
Administrator until further notice.   
 
Who can submit 
requests in AHS IAM? 

At what type of 
I/Request facility – 
internal or external? 

For what type of end-
user? 

Who can approve 
requests? 

Employee Requester Internal 

AHS Employee 
 
 

AHS Non-Employee 
 
 

Community End-User 
 
 

Combination End-User 
 

AHS DOHRA / 
Covenant Health 
DOHRA 
 

Non-Employee 
Requester 

External I/Request Authorized 
Approver for that facility 
 

Community Requester External I/Request Authorized 
Approver for that facility 
 

Combination Requester Internal and External AHS DOHRA / 
Covenant Health 
DOHRA 
 
or 
 
I/Request Authorized 
Approver for that facility 
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Remote Access for I/Request End-Users 
 SecurID Tokens 

If you or an end-user need to access the I/Request system from outside an AHS facility, a SecurID 
token will be needed to provide a second form of authentication at login.  This is called Two-Factor 
Authentication.  You will be able to request remote access to I/Request when completing the I/Request 
access request process in AHS IAM.   
 

The SecurID token can be a hardware device that looks similar to this  or a software 

application that runs on your smartphone with an icon similar to this . 
 
When you are issued either type of SecurID token you will be required to create a 4 digit personal 
identification number (PIN).  The token generates a number that changes every 60 seconds.  Use your 
PIN and the digits displayed at the time of login to authenticate your identity. 
 
If you need to return your hard token, use a bubble envelope and this mailing address: 

 
AHS IT Remote Access 
CN Tower, 18th Floor 
10004 - 104 Avenue, NW 
Edmonton, Alberta  T5J 0K1 
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Log into AHS IAM Remotely 
Accessing AHS IAM from outside an AHS facility will require remote access permission and a SecurID 
token.  Your I/Request Authorized Approver can request these for you in AHS IAM using the Remote 
User Network Access (RUNA) process.   
 
 

ENTER the AHS IAM URL into your internet web browser    https://iam.albertahealthservices.ca 
The AHS Citrix Gateway login screen appears 

 

 
 
ENTER your Username  

 Tool Tip – this is your AHS Network UserId or your AHS IAM Username 
ENTER your Passcode 

 
If using a hard SecurID token, enter your 4-digit PIN followed by the 6 numbers displayed on the 
SecurID token into the Passcode field 
 
If using a soft SecurID token, enter the 8 numbers displayed in the app window 

 If needed, see Tool Tips for Soft Tokens on the following pages 
  

https://iam.albertahealthservices.ca/
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CLICK Logon 
The AHS IAM Login screen appears 

 

 
 
ENTER your Username and Password 

CLICK  Log in 

The AHS IAM  Home screen appears 
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 Tool Tips for soft SecurID tokens 
A soft SecurID token is an application that runs on your Smartphone. 
These are tool tips for common functions.  Additional help is available within the application or by 
contacting your local AHS IT Service Desk. 
 

Generate a passcode 

TAP the RSA app icon  
The Enter PIN screen appears 

       
 
TAP ? for help text (not shown) 
 
ENTER your 4-digit PIN 
TAP the blue arrow button 

The Tokencode screen appears with an 8 digit passcode displayed.  This number changes 
every 60 seconds. 

 

To advance to the next passcode 
TAP > 

A different 8-digit passcode will display 
 

To copy and paste the passcode to an application on your device  
TAP  
PASTE the code into the target application’s Passcode field  

https://www.albertahealthservices.ca/about/Page12928.aspx
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See a list of soft tokens and settings 
At the Tokencode screen 
 

      
 

TAP  
The My Tokens screen appears 

 
TAP ? for help text (not shown) 
 

TAP  
A menu displays.  
EXECUTE an action or CANCEL 

 
TAP Edit to delete a token 
 
TAP + to Scan QR Code or Enter LInk 
 
TAP Done to return to the Enter PIN screen 
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Discover soft token Information 
 

      
 

At the Tokencode screen, TAP  
The Information screen for that token appears with application and token information 
displayed, including:  Version, Serial Number, Expiration Date, etc. 

 
TAP ? for help text (not shown) 
 
TAP Done to return to the Enter PIN screen 
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Request I/Request 
  Further information about this process is available at:  Understanding I/Request Access 

Processes. 
 
 

ENTER the AHS IAM URL into your internet web browser    https://iam.albertahealthservices.ca 
The AHS IAM Login screen appears 

 

 
 
ENTER your Username and Password 

CLICK  Log in 

The AHS IAM  Home screen appears 
  

https://iam.albertahealthservices.ca/
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CLICK Request or Modify Access 

The Request Access screen appears with  Existing User selected 
You can create a request for Myself, Existing User (default) or a New User.  Directions follow. 
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Request I/Request for Myself 
 
If the request is for yourself 

CLICK  Myself 
The Request Access screen refreshes.  Your information appears in the Selected User For 
Request pane 

 

 
 
Under Available Entitlements, at I/Request, CLICK Request Access 

The screen refreshes and the Selected Entitlements pane appears at the bottom of the screen 
with I/Request displayed 
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CLICK Next 

The Complete Access Request screen appears 
 
SKIP to Complete Access Request Screen instructions 
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Request I/Request Access for an Existing User 
 
If the request is for an existing end-user 
CLICK  Existing User 

The User Search screen pane appears 
 

 
 
SEARCH for the existing end-user using the simple or Advanced Search functions 

User Search Results appear 
SELECT the end-user 

The Request Access screen refreshes with the end-user’s details displayed in the Selected 
User For Request pane 
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Under Available Entitlements, at I/Request, CLICK Request Access 

The screen refreshes and the Selected Entitlements pane appears at the bottom of the screen 
with I/Request displayed 

CLICK Next 
The Complete Access Request screen appears 

 
SKIP to Complete Access Request Screen instructions 
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Request I/Request for a New User 
If the request is for a new end-user 

  Tool Tip:  Always search for the end-user to check if they have a pre-existing  
record in AHS IAM. 

 
CLICK  New User 

The User Search screen refreshes to include data entry fields for the new end-user 
 

 
 
ENTER the new end-user’s information 
CLICK Create New User 

The Request Access screen appears with the new end-user’s name displayed at the top and 
Available Entitlements listed below.   
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Under Available Entitlements, at I/Request, CLICK Request Access 

The screen refreshes and the Selected Entitlements pane appears at the bottom of the screen 
with I/Request displayed 

CLICK Next 
The Complete Access Request screen appears 
 
Since this is both a New User and an I/Request access request, AHS IAM will automatically 
present the new user’s Network Access Request (NAR) portion first and the I/Request access 
request portion next.  If the new end-user also requires remote access to I/Request, you can 
indicate that in the I/Request portion of the Complete Access Request screen.   

 
CONTINUE to Complete Access Request Screen instructions  
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Complete Access Request Screen 
 
If the  Network Access Request (NAR) pane is displayed, COMPLETE this pane, the end-user 
required AHS Network Access.   

See the  Tool Tips for the Network Access (NAR) pane  
 
COMPLETE the  I/Request pane. 

See the  Tool Tips for the I/Request pane  
 
If the Remote User Network Access (RUNA) pane is displayed, COMPLETE this pane, the end-user 
requires remote access to I/Request with a SecurID token.  

See the  Tool Tips for the Remote User Network Access (RUNA) pane 
 
 

 Tool Tips for the Network Access Request (NAR) pane 
COMPLETE all mandatory * fields and as many optional fields as possible. 
READ the on-screen information and field tips. 
 

At User Information 
ENTER a Middle Initial OR CHECK No Middle Name 
 

At User Type and Category 
CHOOSE the new end-user’s AHS Zone from the drop down list 
CHOOSE the new end-user’s Sub-category 
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ACCEPT or CHANGE Sunset Date 
When you choose a User Sub-category, a Sunset Date of one year will automatically appear 

If needed, CHECK Modify Sunset Date to modify the Sunset Date to less than one year 
 

At Email 
If the new end-user requires an AHS email account, CHECK Create Email Account 
If the new end-user [also] wants to use an external email address, ENTER it in External Email Address 
 

At Company / Location 
CHOOSE the new end-user’s Company from the drop down list 

 
 

At Additional Information 
CHECK I verify that the Information & Privacy and IT Security & Compliance education and training 
have been completed.   
 

At Select Approving Manager 
  Further information about approvers is available at:  Understanding I/Request Access 

Processes. 
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ENTER the name of the Approving Manager 
CLICK Search 

User Search Results will appear 
CLICK Select beside the correct Approving Manager 
 

When you submit the request, the Approving Manager you identify will be notified in two ways.  
They will receive an automated message from “Identity Management Services” notifying them a 
request requires their approval.  When they log into AHS IAM, they will see the pending request 
in their Approvals queue.   
 
They have 10 business days to process the request before it will be returned to you to resubmit 
or choose another Approving Manager.  You will receive an automated message from “Identity 
Management Services” if the request is returned to you. 
 
Once the Approving Manager has approved the request, it will be automatically sent to the 
I/Request Provisioning Administrator to perform final processing.   

 

At User to Receive Credentials 
The Requester is the default recipient of the new end-user’s access credentials. 
If the end-user has an internal AHS email address, their access credentials will be emailed 
directly to them.   
 

To change the credential recipient, CLICK Change Selected User 
SEARCH for and SELECT a different credential recipient 
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 Tool Tips for the I/Request pane 
COMPLETE all mandatory * fields and as many optional fields as possible. 
READ the on-screen information and field tips 
 

At Remote Access Required 
If the end-user needs to access I/Request outside an AHS facility, CHECK Remote Access Required. 

If checked, the  Remote User Network Access (RUNA) pane will appear.  See  Tool Tips 
for Remote User Network Access (RUNA) pane. 

 

At I/Request Locations 
  Further information about facilities is available at:  Understanding I/Request Access 

Processes. 
 
CHOOSE one or more facilities for the end-user 
 

 

For each I/Request location selected, a Sunset Date for the access must be identified.   
You can accept the default of one year or change to a date less than one year. 
You must select a default location. 
 
If presented with Select Manager for Approval, SEARCH for and SELECT an Approving Manager 
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 Tool Tips for the Remote User Network Access (RUNA) pane 
More information about remote access and SecurID tokens is available in this guide at:  Login to 
AHS IAM Remotely. 

 
RUNA Request Type 
Existing Select this if the staff member has a token on hand (this is for staff who are 

moving between community facilities, AHS staff do not need to submit a new 
RUNA if they move locations, their remote access remains in place for the term 
of their employment and is available province-wide). 
 

New Select this for a new token to be sent. 
 

Transfer Select this if you have an unassigned and unexpired hardware token on hand 
– check the back of the token for an expiration date. 
 

 

At Access Information 
If you are choosing a hard token, COMPLETE the delivery address information. 
 
If you are choosing a soft token for your smart phone, identify the operating system and provide your 
personal email address.  Instructions for setting up the soft token will be sent to that device.   
 
VERIFY that you have read and agree to the RUNA Soft Token prerequisites.  
 

At Additional Information 
VERIFY that the end-user has read and agrees to the Alberta Health Services Strong Authentication 
Device User Policy.  
 

Option – Save Request as Draft 
You can, at any time, save an in-progress request as a Draft.  You can complete it later without losing 
any of the information already entered.  You can also change any of the entered information when you 
resume the request.   
 
At the bottom of the Complete Access Request screen CLICK Save as Draft 

You can Cancel the request by CLICKING on Cancel.  This will erase the request completely. 
 

 
 

The Complete Access Request screen refreshes with message, “Success  Draft Saved” 
displayed in the top left corner. 
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Open a draft request 
CLICK  Home screen 

In the  Draft Requests pane the saved draft is listed 
CLICK Resume or Delete 
 

 
 

Submit Request 
If you have finished the request to your satisfaction you can submit it 

CLICK Submit Request 
The Request Status Viewer screen appears 
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Note the, “Success  Request IAM-####### Submitted.” message in the top left corner 
highlighted in green.   
 
Our example included three portions, NAR, I/Request, RUNA.  Each appears as “New – 
Pending”. 
 
Once the Approving Manager provides their approval to all portions of the request, the 
I/Request Provisioning Administrator will be automatically notified.   
 
Once the I/Request Provisioning Administrator performs the final processing steps, the request 
will complete and the end-user’s credentials will be provided to the person identified for 
Credential Delivery.   
 
If the end-user has an internal AHS email address they will receive the credentials directly by 
email.  Credentials cannot be sent to external non-AHS email access for Security and Privacy 
reasons.   
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CLICK  Home to return to the AHS IAM  Home screen 
In the Request Status pane, the pending requests appear 

 

 
 

You can monitor the progress and status of your request in the Request Status pane of your 
AHS IAM Home screen.  This is what it will look like when complete.   

 

 
 
 

Complete   
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Approve Request for I/Request 
  Further information about who can approve requests is available at:  Understanding 

I/Request access processes. 
 
 
ENTER the AHS IAM URL into your internet web browser    https://iam.albertahealthservices.ca 
LOGIN 

In the Access Requests pane, notice a new Approvals item is waiting 
 

 
 
CLICK Approvals 

The Awaiting Approval screen will appear 
 

  

https://iam.albertahealthservices.ca/
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Approve Network Account Request (NAR) 
  In our example, the new end-user requires AHS Network Access (NAR).  So that is the first 

approval that will display and be required.  If this does not apply, skip to the Approve I/Request 
steps.   

 

 
 
CLICK the Request number 

The Pending Approval – IAM-####### screen displays showing the request for review and 
approval 
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REVIEW the  Network Account Request (NAR) request information 
CHANGE information as needed and permitted 
ENTER Comments as needed 

 Comments you enter can only be seen by other approvers during the request.  Comments 
cannot be seen by the end-user or Requester.  If you see this comment icon  on work item, it 
means an Approver has left a comment.   

 
CLICK Approve 

The Awaiting Approval screen appears with the work item no longer displayed 
Note the “Success  Work Item Processed.”  message displayed in the top left corner highlighted 
in green. 

 
CLICK  Home 

The AHS IAM  Home screen appears 
 
In our example, the request included three portions, NAR, I/Request and RUNA.  You approved 
the NAR and RUNA portions in the steps above.  While the NAR approval was obvious, the 
RUNA is coincidental behind the scenes.   
 
You will notice that the number of items in you Approvals queue reduces by one momentarily.  
Within seconds, you will see the I/Request portion of the request come through for your 
approval.  See the steps to approve the I/Request portion on the next page in this User Guide. 
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Approve I/Request 
 
CLICK Approvals 

The Awaiting Approval screen will appear 
The Asset requested is I/Request 

 

 
 
CLICK the Request number 

The Pending Approval – IAM-####### screen displays showing the request for review and 
approval 
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REVIEW the  I/Request request information 
CHANGE information as needed and permitted 
ENTER Comments as needed 

 Comments you enter can only be seen by other approvers during the request.  Comments 
cannot be seen by the user or Requester.  If you see this comment icon  on work item, it 
means an Approver has left a comment.   

 
CLICK Approve 

The Awaiting Approval screen appears with the work item no longer displayed. 
Note the “Success  Work Item Processed.”  message displayed in the top left corner highlighted 
in green.   

 

  Our example included three portions, NAR, I/Request and RUNA.   
 
When you approved the NAR portion, the RUNA portion was automatically approved. 
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When you approved the I/Request portion, a notification was sent to the I/Request Provisioning 
Administrator to perform their final processing tasks.  When complete, an automated notification 
will be sent to AHS IT Access Remote Services to provide the SecurID token requested.   
 
All three portions of the access request will then be complete.  

 
CLICK  Home 

The AHS IAM  Home screen appears 
In the Access Requests pane, you will see one less Approval item requiring action 

 
 

Complete   
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I/Request Provisioning Administrator – Process an 
I/Request Work Request 

  These steps can only be performed by an I/Request Provisioning Administrator.  Before 
following these steps in AHS IAM, please complete the I/Request access account provisioning 
processes.  Further information about the I/Request Provisioning Administrator is available at:  
Understanding I/Request access processes. 

 
 
ENTER the AHS IAM URL into your internet web browser    https://iam.albertahealthservices.ca 
LOGIN 

In the Access Requests pane, notice a new Work Requests item is waiting 
 

 
 
CLICK Work Requests 

The Work Requests screen appears 
 

  

https://iam.albertahealthservices.ca/
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SELECT the Request number for action 
The Pending Manual Action – IAM-####### screen appears 

 

 
 

REVIEW the  I/Request request information 
CHANGE information as needed and permitted 
ENTER Comments as needed 

 Comments you enter can only be seen by other approvers during the request.  Comments 
cannot be seen by the end-user or Requester.  If you see this comment icon  on work item, it 
means an Approver has left a comment.   

 
CLICK Complete 

The Work Requests screen appears with the work item no longer displayed. 
Note the “Success  Work Item Processed.”  message displayed in the top left corner highlighted 
in green.   
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CLICK  Home 

The AHS IAM  Home screen appears 
There will be one less item in your Work Requests queue 

 
 

Complete   
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Pick up I/Request Access Credentials 
If you have been identified as the person to pick up someone’s I/Request access credentials 
follow these steps. 

 
ENTER the AHS IAM URL into your internet web browser    https://iam.albertahealthservices.ca 
LOGIN 

In the Access Requests pane, notice a new Work Request is waiting 
 

 
 
CLICK Work Requests 

The Work Requests screen appears 
SELECT the Request number 

The Pending Manual Action screen appears 
The Request Status Viewer screen shows all steps in the workflow as complete and the last 
step, Credential Delivery as Waiting 

SEE  I/Request pane, Credentials to be Delivered 
PROVIDE the I/Request User ID and Password to the end-user 

CLICK  Complete 
The Work Requests screen appears 
The request is no longer displayed 

CLICK  Home 
The AHS IAM  Home screen appears 
In the Access Requests pane, you will see one less Work Request item requiring action 

 
 

Complete   
  

https://iam.albertahealthservices.ca/
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Resubmit a Denied or Cancelled Request 
  This process can only be performed on an I/Request request that has been submitted by 

you and then denied or cancelled. 
 
Further information about this process is available at:  Understanding I/Request Access 
Processes. 

 
 
ENTER the AHS IAM URL into your internet web browser    https://iam.albertahealthservices.ca 

The AHS IAM Login screen appears 
 

 
 
ENTER your Username and Password 
CLICK  Log in 

The AHS IAM  Home screen appears 
  

https://iam.albertahealthservices.ca/
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At the Request Status pane, CLICK on the IAM-####### of the access request you want to resubmit 

The Request Status Viewer screen appears with the request status Canceled or Denied 
 

 
 
CLICK Resubmit Request 

A verification message appears 
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CLICK Resubmit Request 

The Complete Access Request screen appears with the end-user’s details displayed 
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REVIEW the  Network Account (NAR) portion if presented, as in this example 
If needed, CHANGE any request details 
 
REVIEW the  I/Request form information 
If needed, CHANGE any request details 
 
Review the  Remote User Network Access (RUNA) portion if presented, as in this example 
If needed, CHANGE any request details 
 
CLICK Submit Request 

The Request Status Viewer screen appears with the message, “Success  Request IAM-
####### Submitted.” displayed in the top left corner. 
 

 
 

If you are not a person who has the correct Delegation of Human Resources Authority or are an 
I/Request Authorized Approver, the resubmit request will need approval by the Approving 
Manager you identified and final steps performed by the I/Request Provisioning Administrator.  
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Once all the approvals have been given and work items processed, the Request Status Viewer 
screen will show all processes Completed. 

 
CLICK  Home 

The AHS IAM  Home screen appears 
In the Request Status pane, you will see the request Completed 

 
 

Complete   
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Modify I/Request Access 
  Further information about this process is available at:  Understanding I/Request access 

Processes. 
 
 

ENTER the AHS IAM URL into your internet web browser    https://iam.albertahealthservices.ca 
The AHS IAM Login screen appears 
 

 
 
ENTER your Username and Password 
CLICK  Log in 

The AHS IAM  Home screen appears 
CLICK Request or Modify Access 

The Request Access screen appears with  Existing User selected 
  

https://iam.albertahealthservices.ca/


AHS Identity & Access Management 
I/Request User Guide 

 

User Guide screen data are fictitious  Page 44 of 54 
Version July 2019 

 
 
SEARCH for and SELECT the end-user 

The Request Access screen appears with the end-user’s details displayed 
 
At Available Entitlements, under I/Request CLICK Change Access 

The screen refreshes 
The Selected Entitlements pane appears at the bottom of the screen with I/Request displayed 
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CLICK Next 

The Complete Access Request screen appears with the end-user’s details displayed 
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MODIFY the  I/Request pane as needed 
READ the on-screen information and field tips 

SEE the  Tool Tips on the following page 
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 Tool Tips for Complete Access Request screen 
 

At I/Request Locations 
ADD locations if needed 
REMOVE current locations if needed 
MODIFY the access Sunset Date for a location if needed 
MODIFY the Default Location if needed 
If needed, IDENTIFY an Approving Manager 
CLICK Submit Request 

The Request Status Viewer screen appears 
 

 
 

Final processing steps must be performed by the I/Request Provisioning Administrator.  A 
notification has been sent informing them a Work Request is in their queue.  Once complete, the 
request’s status will be updated in the Request Status pane on your AHS IAM Home screen. 

 

 
 
CLICK Request number 

The Request Status Viewer screen appears 
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The modify request is complete. 
 
CLICK  Home 

The AHS IAM  Home screen appears 
 
 

Complete   
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Remove I/Request Access 
  Further information about this process is available at:  Understanding I/Request Access 

Processes. 
 
 

ENTER the AHS IAM URL into your internet web browser    https://iam.albertahealthservices.ca 
The AHS IAM Login screen appears 
 

 
 
ENTER your Username and Password 
CLICK  Log in 

The AHS IAM  Home screen appears 
CLICK Request or Modify Access 

The Request Access screen appears with  Existing User selected 
  

https://iam.albertahealthservices.ca/
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SEARCH for and SELECT the end-user 

The Request Access screen appears with the end-user’s details displayed 
 
At Available Entitlements, under I/Request CLICK Change Access 

The screen refreshes 
The Selected Entitlements pane appears at the bottom of the screen with I/Request displayed 
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CLICK Next 

The Complete Access Request screen appears with the end-user’s details displayed 
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At Request Type SELECT Remove from the drop down list 
The screen refreshes 

If needed, IDENTIFY an Approving Manager 
CLICK Submit Request 

The Request Status Viewer screen appears 
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If needed, when the Approving Manager provides approval, a notification will automatically be 
sent to the I/Request Provisioning Administrator.  I/Request access will not be removed until the 
I/Request Provisioning Administrator performs final processing steps. 
 
If this request has been made in error, and you do not want to remove access for this end-user, 
CLICK Cancel Request 
 
Once complete, the request status will be updated in your Request Status pane. 

 

 
 
CLICK Request number 

The Request Status Viewer screen appears.  
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The remove request is complete 
If the end-user needs I/Request access at an external facility in the future, a new request will 
have to be submitted. 

 
CLICK  Home 

The AHS IAM  Home screen appears 
 
 

Complete   
 
 


	Topics in this User Guide
	Prerequisite AHS IAM Security Profile
	AHS IAM Terms & Definitions
	Understand I/Request Access Processes
	Remote Access for I/Request End-Users
	SecurID Tokens

	Log into AHS IAM Remotely
	Tool Tips for soft SecurID tokens
	Generate a passcode
	To advance to the next passcode
	To copy and paste the passcode to an application on your device
	See a list of soft tokens and settings
	Discover soft token Information

	Request I/Request
	Request I/Request for Myself
	Request I/Request Access for an Existing User
	Request I/Request for a New User
	Complete Access Request Screen
	Tool Tips for the Network Access Request (NAR) pane
	At User Information
	At User Type and Category
	At Email
	At Company / Location
	At Additional Information
	At Select Approving Manager
	At User to Receive Credentials

	Tool Tips for the I/Request pane
	At Remote Access Required
	At I/Request Locations

	Tool Tips for the Remote User Network Access (RUNA) pane
	At Access Information
	At Additional Information
	Option – Save Request as Draft
	Open a draft request
	Submit Request

	Approve Request for I/Request
	Approve Network Account Request (NAR)
	Approve I/Request

	I/Request Provisioning Administrator – Process an I/Request Work Request
	Pick up I/Request Access Credentials
	Resubmit a Denied or Cancelled Request
	Modify I/Request Access
	Tool Tips for Complete Access Request screen
	At I/Request Locations

	Remove I/Request Access

